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(57) ABSTRACT

An identification device includes a computer readable code.
The computer readable code includes data relating to one or
more pictures of a person and identity data for the person. The
computer readable code is readable by a device reader, and
the device reader is configured to interpret the computer
readable code and to display the picture of the person using
the computer readable code data relating to the picture of the
person.

26 Claims, 3 Drawing Sheets
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ENCODED PICTURE IDENTIFICATION

TECHNICAL FIELD

The present disclosure relates to encoded picture identifi-
cation, and in an embodiment, but not by way of limitation,
computer encoded picture identification.

BACKGROUND

Barcode and quick response (QR) codes can be encoded
with information, and this information can be gleaned by
reading the bar code or QR code with a reader. While bar
codes and QR codes have historically been used on paper and
other such substrates, with the advent of smart phones and
other such devices, bar codes and QR codes can be stored,
displayed, and read electronically. Consequently, bar codes,
and QR codes in particular, can store a relatively large amount
of digital information that can be optically communicated
between common devices. Additionally, by using public-pri-
vate key digital signatures on bar code and QR code content,
authenticity can be established.

SUMMARY

In an embodiment, an identification device includes a com-
puter readable code. The computer readable code includes
data relating to one or more pictures of a person, identity data
for the person, and a digital signature verifying the authen-
ticity of the identification device. The computer readable
code is readable by a device reader, and the device reader is
configured to interpret the computer readable code and to
display the picture of the person using the computer readable
code data relating to the picture of the person, and the device
reader may verify the authenticity of the identification device
based on the signature.

In another embodiment, an identification system includes
an identification device including a computer readable code.
The computer readable code includes data relating to one or
more pictures of a person, identity data for the person, and a
digital signature verifying the authenticity of the identifica-
tion device. The system also includes a device reader, wherein
the device reader is configured to interpret the computer
readable code and to display the picture of the person using
the computer readable code data relating to the picture of the
person, and the device reader may verify the authenticity of
the identification device based on the signature.

In yet another embodiment, an identification device
includes a computer readable code. The computer readable
code includes data relating to one or more pictures of a per-
son, an animal, or an object, identity data for the person,
animal, or object, and a digital signature verifying the authen-
ticity of the identification device. The computer readable
code is readable by a device reader, and the device reader is
configured to interpret the computer readable code and to
display the picture of the person, animal, or object using the
computer readable code data relating to the picture of the
person, animal or object, and the device reader may verify the
authenticity of the identification device based on the signa-
ture.

BRIEF DESCRIPTION OF THE DRAWINGS

FIG. 1 illustrates an example of an encoded picture iden-
tification device.
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FIG. 2 illustrates an example of a system that can read an
encoded picture identification device and display the picture
and other information on a display unit.

FIG. 3 illustrates features of an encoded picture identifica-
tion system.

DETAILED DESCRIPTION

In the following detailed description, reference is made to
the accompanying drawings that show, by way of illustration,
specific embodiments in which the invention may be prac-
ticed. These embodiments are described in sufficient detail to
enable those skilled in the art to practice the invention. It is to
be understood that the various embodiments of the invention,
although different, are not necessarily mutually exclusive.
Furthermore, a particular feature, structure, or characteristic
described herein in connection with one embodiment may be
implemented within other embodiments without departing
from the scope of the invention. In addition, it is to be under-
stood that the location or arrangement of individual elements
within each disclosed embodiment may be modified without
departing from the scope of the invention. The following
detailed description is, therefore, not to be taken in a limiting
sense, and the scope of the present invention is defined only
by the appended claims, appropriately interpreted, along with
the full range of equivalents to which the claims are entitled.
In the drawings, like numerals refer to the same or similar
functionality throughout the several views.

In an embodiment, picture encoded identification devices
can be used as tamper-proof identity documents. Currently,
identification documents such as drivers’ licenses and pass-
ports are susceptible to forgery. Though there are already
identity systems that store, as part of the identity information,
the biometric information for a person, there are still difficul-
ties with special equipment that is required to validate the
user. Also, some existing technologies rely on access to a
central server to get additional information about the person.
In another embodiment, a picture encoded photographic ID
can be used at a point of sale (store, restaurant, etc.). These
documents, like drivers’ licenses and passports, can be
forged. However, a QR code containing a signed portrait of a
person can be displayed on a smart-phone, and read on a
merchant’s smart-phone or other device. In this embodiment,
locally verifiable binary information can be exchanged using
ubiquitous consumer items.

QR Codes and barcodes can store up to 4 kilobytes of
information. Consequently, up to three images can be stored
with sufficient resolution to achieve good facial feature acqui-
sition levels. In fact, a couple hundred bytes give a reasonable
image. Of course, this uses image compression such as JPEG
or DjVu. Short video or voice can also be stored in the bar
code and QR code. Digital signatures can be made with RSA
or ECC, and accompany the image or other data. An ECC
signature from a 160-bit key occupies 40 bytes. Multiple QR
codes could be used for large payloads. Additionally, an
X.509 signer certificate, and possibly a chain, could be
included in the code. Standard formats like PKCS #7 permit
omitting the certificate, or replacing it with the serial number,
for size reasons. In an embodiment, signer information is
omitted, and the verifying party chooses the trusted root cer-
tificate based on the transaction context. When a signature is
used, the signed data binds all appropriate information, for
example name, social security number, address, images,
video, voice sample, privileges, and status.

The use of picture encoded identity documents is particu-
larly valuable in situations where there is no access to a
central server, or there is no policy to store the information in
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a central server, but validation of the user’s identity is neces-
sary. The printing of the document can be done inexpensively
with only a printer and without the need of special devices or
media. Validation of such a document can be done by smart
phones that do not have access to the Internet. These docu-
ments could be used in temporarily-issued government docu-
ments in cases for refugee camps and disaster stricken areas
where there is a need for a system to create secure identity
documents that is cost effective, and where access to the
Internet is limited. Such an identity document is also another
form of security for a permanent identity document because
of the cryptographic security. Again, the use of such a QR
code displayed on a smart phone at point of sale can reduce
fraud without requiring changes to payment system proto-
cols. Indeed, a driver’s license can now be a signed QR code
on a smart-phone, and be a more secure document.

FIG. 1 illustrates an example of an encoded picture iden-
tification device 100. It can include an indication of the issu-
ing authority, such as a government seal 110, and a bar code,
QR code, or other computer-readable code 120.

FIG. 2 illustrates an example of a system that can read an
encoded picture identification device and display the picture
and other information on a display unit. Specifically, the
system includes a reader 200 that has a reader/sensor 210 and
a display screen 220. The reader/sensor 210 scans the QR
code 120, and displays on the display screen 220 an identifi-
cation picture of a person and other identitying data about that
person.

FIG. 3 illustrates features of an encoded picture identifica-
tion system. These features are discussed in more detail below
in connection with a discussion of the plurality of example
embodiments.

Example Embodiments

Several embodiments and sub-embodiments are disclosed
below, and it is envisioned that any embodiment can be com-
bined with any other embodiment or sub-embodiment.

Example No. 1 is an identification device including a com-
puter readable code. The computer readable code includes
data relating to one or more pictures of a person and identity
data for the person. The computer readable code is readable
by a device reader, and the device reader is configured to
interpret the computer readable code and to display the pic-
ture of the person using the computer readable code data
relating to the picture of the person.

Example No. 2 includes the features of Example No. 1, and
optionally includes an identification device wherein the com-
puter readable code includes a digital signature verifying the
authenticity of the identification device; and the device reader
may verify the authenticity of the identification device based
on the signature.

Example No. 3 includes the features of Example Nos. 1-2,
and optionally includes an identification device wherein the
computer readable code includes one or more of a bar code
and a quick response (QR) code.

Example No. 4 includes the features of Example Nos. 1-3,
and optionally includes, as illustrated in FIG. 3 at 310, an
identification device wherein the device reader is configured
to interpret the computer readable code and to display the
identity data for the person and a verification of the digital
signature.

Example No. 5 includes the features of Example Nos. 1-4,
and optionally includes, as illustrated in FIG. 3 at 315, an
identification device including an electronic identification
device that is displayable on an electronic display unit.
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Example No. 6 includes the features of Example Nos. 1-5,
and optionally includes, as illustrated in FIG. 3 at 320, an
identification device including an identification card.

Example No. 7 includes the features of Example Nos. 1-6,
and optionally includes, as illustrated in FIG. 3 at 325, an
identification device wherein the digital signature includes a
public-private key digital signature.

Example No. 8 includes the features of Example Nos. 1-7,
and optionally includes, as illustrated in FIG. 3 at 330, an
identification device wherein the identity data for the person
includes biometric data. The biometric data can include for
example a voice recording, fingerprints, and an iris scan.

Example No. 9 includes the features of Example Nos. 1-8,
and optionally includes, as illustrated in FIG. 3 at 335, an
identification device wherein the identity data for the person
comprises one or more of a name, an address, a date of birth,
a height, a weight, a hair color, an eye color, a social security
number, one or more privileges, a status, and X.500 Distin-
guished Name data. The privileges can include for example
access to one or more restricted areas. The status can include
for example employment status.

Example No. 10 includes the features of Example Nos. 1-9,
and optionally includes, as illustrated in FIG. 3 at 340, an
identification device wherein the picture of the person com-
prises a portrait of the person.

Example No. 11 includes the features of Example Nos.
1-10, and optionally includes, as illustrated in FIG. 3 at 345,
an identification device wherein the picture of the person
comprises compressed data.

Example No. 12 includes the features of Example Nos.
1-11, and optionally includes, as illustrated in FIG. 3 at 350,
an identification device wherein the computer readable code
includes one or more of video data and voice data.

Example No. 13 includes the features of Example Nos.
1-12, and optionally includes, as illustrated in FIG. 3 at 360,
an identification device of claim 1 configured to read and
verify identity data for one or more identities, and to read and
verify non-identity data, wherein one or more subsets of the
identity data and non-identity data are signed and issued by
multiple authorities.

Example No. 14 is an identification system that includes an
identification device and a device reader. The identification
device includes a computer readable code, and the computer
readable code includes data relating to one or more pictures of
aperson and identity data for the person. The device reader is
configured to interpret the computer readable code and to
display the picture of the person using the computer readable
code data relating to the picture of the person.

Example No. 15 includes the features of Example No. 14,
and optionally includes an identification system wherein the
computer readable code comprises a digital signature verify-
ing the authenticity of the identification device; and the
device reader may verity the authenticity of the identification
device based on the signature.

Example No. 16 includes the features of Example Nos.
14-15, and optionally includes an identification system
wherein the computer readable code includes one or more of
a bar code and a quick response (QR) code.

Example No. 17 includes the features of Example Nos.
14-16, and optionally includes, as illustrated in FI1G. 3 at 310,
an identification system wherein the device reader is config-
ured to interpret the computer readable code and to display
the identity data for the person and a verification of the digital
signature.

Example No. 18 includes the features of Example Nos.
14-17, and optionally includes, as illustrated in FIG. 3 at 315,
an identification system wherein the identification device
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comprises an electronic identification device that is display-
able on an electronic display unit.

Example No. 19 includes the features of Example Nos.
14-18, and optionally includes, as illustrated in FIG. 3 at 320,
an identification system wherein the identification device
includes an identification card.

Example No. 20 includes the features of Example Nos.
14-19, and optionally includes, as illustrated in FI1G. 3 at 325,
an identification system wherein the digital signature
includes a public-private key digital signature.

Example No. 21 includes the features of Example Nos.
14-20, and optionally includes, as illustrated in FI1G. 3 at 330,
an identification system wherein the identity data for the
person comprise biometric data.

Example No. 22 includes the features of Example Nos.
14-21, and optionally includes, as illustrated in FI1G. 3 at 335,
an identification system wherein the identity data for the
person comprise one or more of a name, an address, a date of
birth, a height, a weight, a hair color, an eye color, a social
security number, one or more privileges, a status, and X.500
Distinguished Name data.

Example No. 23 includes the features of Example Nos.
14-22, and optionally includes, as illustrated in FI1G. 3 at 340,
an identification system wherein the picture of the person
comprises a portrait of the person.

Example No. 24 includes the features of Example Nos.
14-23, and optionally includes, as illustrated in F1G. 3 at 345,
an identification system wherein the picture of the person
comprises compressed data.

Example No. 25 includes the features of Example Nos.
14-24, and optionally includes, as illustrated in FI1G. 3 at 350,
an identification system wherein the computer readable code
comprises one or more of video data and voice data.

Example No. 26 includes the features of Example Nos.
14-25, and optionally includes, as illustrated in FIG. 3 at 360,
an identification system configured to read and verify identity
data for one or more identities, and to read and verify non-
identity data, wherein one or more subsets of the identity data
and non-identity data are signed and issued by multiple
authorities.

Example No. 27 is an identification device. The identifica-
tion device includes a computer readable code. The computer
readable code includes data relating to one or more pictures of
a person, an animal, or an object, and identity data for the
person, animal, or object. The computer readable code is
readable by a device reader, and the device reader is config-
ured to interpret the computer readable code and to display
the picture of the person, animal, or object using the computer
readable code data relating to the picture of the person, animal
or object.

Example No. 28 includes the features of Example No. 27,
and optionally includes an identification device including a
computer readable code that includes a digital signature veri-
fying the authenticity of the identification device; and the
device reader may verity the authenticity of the identification
device based on the signature.

Thus, an example encoded picture identification system
has been described. Although specific example embodiments
have been described, it will be evident that various modifica-
tions and changes may be made to these embodiments with-
out departing from the broader spirit and scope of the inven-
tion. Accordingly, the specification and drawings are to be
regarded in an illustrative rather than a restrictive sense. The
accompanying drawings that form a part hereof, show by way
of'illustration, and not of limitation, specific embodiments in
which the subject matter may be practiced. The embodiments
illustrated are described in sufficient detail to enable those
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skilled in the art to practice the teachings disclosed herein.
Other embodiments may be utilized and derived therefrom,
such that structural and logical substitutions and changes may
be made without departing from the scope of this disclosure.
This Detailed Description, therefore, is not to be taken in a
limiting sense, and the scope of various embodiments is
defined only by the appended claims, along with the full range
of equivalents to which such claims are entitled.

Such embodiments of the inventive subject matter may be
referred to herein, individually and/or collectively, by the
term “invention” merely for convenience and without intend-
ing to voluntarily limit the scope of this application to any
single invention or inventive concept if more than one is in
fact disclosed. Thus, although specific embodiments have
been illustrated and described herein, it should be appreciated
that any arrangement calculated to achieve the same purpose
may be substituted for the specific embodiments shown. This
disclosure is intended to cover any and all adaptations or
variations of various embodiments. Combinations of the
above embodiments, and other embodiments not specifically
described herein, will be apparent to those of skill in the art
upon reviewing the above description.

The Abstractis provided to comply with 37 C.F.R. §1.72(b)
and will allow the reader to quickly ascertain the nature and
essence of the technical disclosure. It is submitted with the
understanding that it will not be used to interpret or limit the
scope or meaning of the claims.

In the foregoing description of the embodiments, various
features are grouped together in a single embodiment for the
purpose of streamlining the disclosure. This method of dis-
closure is not to be interpreted as reflecting that the claimed
embodiments have more features than are expressly recited in
each claim. Rather, as the following claims reflect, inventive
subject matter lies in less than all features of a single disclosed
embodiment. Thus the following claims are hereby incorpo-
rated into the Description of the Embodiments, with each
claim standing on its own as a separate example embodiment.

The invention claimed is:

1. An identification device comprising:

a barcode;

wherein the barcode comprises:

a cryptographically signed picture of a person encoded
in the barcode as data; and

wherein the barcode data is readable by a device reader to

authenticate the identification device and generate a dis-
play of the picture of the person from the data encoding
the cryptographically signed picture of the person.

2. The identification device of claim 1, wherein the picture
encoded in the barcode is signed with a digital signature.

3. The identification device of claim 1, wherein the barcode
comprises a QR code.

4. The identification device of claim 1, wherein the identi-
fication device comprises an electronic identification device
that is displayable on an electronic display unit.

5. The identification device of claim 1, wherein the identi-
fication device comprises an identification card including a
government seal.

6. The identification device of claim 2, wherein the digital
signature comprises a public-private key digital signature.

7. The identification device of claim 1, wherein the barcode
further comprises identity data for the person comprising
biometric data including one or more of a voice recording, a
fingerprint, and an iris scan.

8. The identification device of claim 1, wherein the barcode
further comprises identity data for the person comprise one or
more of a name, an address, a date of birth, a height, a weight,
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a hair color, an eye color, a social security number, one or
more privileges, a status, and X.500 Distinguished Name
data.
9. The identification device of claim 1, wherein the picture
of the person comprises a portrait of the person.
10. The identification device of claim 1, wherein the pic-
ture of the person comprises compressed data.
11. The identification device of claim 1, wherein the bar-
code comprises one or more of video data and voice data.
12. An identification device comprising:
a barcode;
wherein the barcode comprises:
a cryptographically signed picture of a person encoded
in the barcode as data; and
identity data for the person;
wherein the barcode data are readable by a device reader to
authenticate the identification device and generate a dis-
play of the picture of the person based on the data encod-
ing the cryptographically signed picture of the person.
13. The identification device of claim 12, wherein the pic-
ture encoded in the barcode is signed with a digital signature.
14. A device reader comprising:
a processor;
an input sensor;
a display unit; and
a computer readable medium;
wherein the computer readable medium comprises instruc-
tions that when executed by the processor execute a
transaction comprising:
reading a barcode, the barcode encoding cryptographi-
cally signed image of a person;
decoding the barcode to authenticate the barcode via the
cryptographically signed image; and
displaying the image of the person on the display decod-
ing from data encoding the cryptographically signed
image of the person.
15. The device reader of claim 14, wherein the barcode is
part of an identification device.
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16. The device reader of claim 15, wherein the crypto-
graphically signed image comprises a digital signature; and
comprising instructions for verifying authenticity of the iden-
tification device based on the signature and context of the
transaction.

17. The device reader of claim 16, comprising instructions
for decoding the barcode and for displaying identity data for
the person and a verification of the digital signature.

18. The device reader of claim 15, wherein the identifica-
tion device comprises an electronic identification device that
is displayable on an electronic display unit.

19. The device reader of claim 15, wherein the identifica-
tion device comprises an identification card.

20. The device reader of claim 16, wherein the digital
signature comprises a public-private key digital signature.

21. The device reader of claim 14, wherein the barcode
further comprises encoded identity data for the person com-
prising biometric data including one or more of a voice
recording, a fingerprint, and an iris scan.

22. The device reader of claim 14, the barcode further
comprises encoded identity data for the person comprising
one or more of a name, an address, a date of birth, a height, a
weight, a hair color, an eye color, a social security number,
one or more privileges, a status, and X.500 Distinguished
Name data.

23. The device reader of claim 14, wherein the image ofthe
person comprises a portrait of the person.

24. The device reader of claim 14, wherein the image ofthe
person comprises compressed data.

25. The device reader of claim 14, wherein the barcode
comprises one or more of video data and voice data.

26. The device reader of claim 14, wherein the device
reader is configured to read and verity identity data for one or
more identities, and to read and verify non-identity data,
wherein one or more subsets of the identity data and non-
identity data are signed and issued by multiple authorities.
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